3TS

CYBER SECURITY

EVALUATION DES
RISQUES

Qu’est-ce que MONARC?

MONARC est une solution compléte d’‘évaluation des
risques (outil et méthodologie), open source et gratuite,

développée par la Luxembourg House of Cybersecurity.

Elle est largement utilisée par les organisations publiques au Luxembourg et en Belgique
pour mener leurs évaluations des risques.

Consultez le site officiel de MONARC ici : https://www.monarc.lu/ pour obtenir des
informations utiles.

Pourquoi utiliser MONARC?

OPEN SOURCE GRATUIT PROJET ACTIF
Vous pouvez ajouter  Vous ferez économiser Les bugs et vulnérabilités
ou supprimer des beaucoup d'argent a sont corrigés par le NC3 et
fonctionnalités. votre organisation. la communaute open
source.
SOLUTION EPROUVEE FLEXIBLE COMPLET
Il est utilisé par de Déployable sur site Aucun besoin d’acheter
nombreuses ou dans le cloud. ou d’installer des logiciels
organisations. supplémentaires, ni

d’'installation chez le
client.


https://www.monarc.lu/

Les différentes versions de MONARC \\

En termes d’infrastructure, MONARC peut étre installé et géré de deux maniéres h
différentes :
. Dans votre infrastructure (sur site / on-premises), afin que toutes les
informations restent sous votre contréle.
. Dans le cloud (SaaS), avec une mise en place plus simple et sans
maintenance.
En termes de fonctionnalités, MONARC peut fonctionner de maniére autonome
ou avec un back-office supplémentaire (principalement destiné aux opérateurs
de services).

Comment 3TS peut-elle aider votre organisation
avec MONARC ?

3TS peut assurer la mise en place compléte et I'exécution de MONARC :

. Installation (sur site ou dans le cloud)

. Construction optionnelle de l'application & partir de son déepdt de code
source (mise en place unique ou intégration dans vos pipelines DevSecOps
existants)

. Réalisation compléte de I'analyse des risques avec vos équipes, couvrant
toutes les phases de I'établissement du contexte et basée sur la norme
ISO/IEC 27005

Ecran principal de MONARC

Comme illustré ici, le client MONARC fonctionne dans un navigateur web
classique.

Pour plus d'exemples d'écrans, consultez:
https://www.monarc.lu/documentation/quick-start
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https://www.monarc.lu/documentation/quick-start

Pourquoi devenir partenaire de 3TS ?

Expertise MONARC

Nous pouvons assurer la mise en place, l'installation, la
configuration, la formation ou méme la réalisation
complete de [|'évaluation des risques pour votre
organisation. Nous pouvons compiler MONARC & partir
de son code source et le déployer dans votre

infrastructure, ou simplement l'installer sous forme de

Mmachine virtuelle, ou encore installer la version cloud.

Tarifs
Nous proposons des tarifs tres flexibles et compétitifs
(voir ci-dessous pour plus d'informations).

Rapidité

Nous pouvons aider votre organisation & mettre en place
et a utiliser MONARC en quelques jours ou semaines,
selon vos besoins et vos disponibilités.

Formation
Nous avons suivi les formations MONARC.

Tarification et contact

3TS propose une tarification claire, flexible et compétitive, entierement adaptée a
vos besoins spécifiques.

Cette flexibilité vous permet de solliciter toute prestation lie¢e & MONARC et de
recevoir une offre personnalisée. Nos services couvrent I'ensemble des besoins
possibles : compilation de l'exécutable a partir du dépdt de code public,
modification et intégration de MONARC & vos systemes existants, ou encore
installation et configuration d'une nouvelle instance, que ce soit dans le cloud ou
sur site. Nous pouvons également accompagner vos équipes dans la conduite
compléte des évaluations des risques.

Pour en savoir plus sur MONARC, sur 3TS Consulting ou pour obtenir un devis précis

pour le service dont vous avez besoin, n'hésitez pas d nous contacter via le canal
de votre choix (téléphone ou e-mail).

3Ts & +32 (0)493 731499 @ Rue du Couvent 3, 1360 Perwez,

& Belgique

CYBER SECURITY @ www.3tsconsulting.be  [»<]  info@3tsconsulting.be



